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Abstract of the contribution: This contribution discusses parameters needed for Implicit Discovery when delegated to the Common Services Framework (CSF).
1 Introduction
1.1 Acronyms/definitions

CSF: Common Services Framework
NF: Network Function

2 Discussion
2.1 Introduction

According to TR 23.742 A.1, Rel-16 will support implicit discovery, i.e. NF Services are discovered and selected by the Service Framework Support Function (SFSF)(referred to as CSF in this paper) without an explicit discovery request from the consumer. This will be referred to in this document as ‘implicit discovery’. This paper focuses on models C and D described in TR 23.742 Figure(s) C.2-1, C.3-1.
In explicit discovery, there is a discovery and selection procedure which precedes a service request and the service request may not include all of the information required to discover and select a suitable producer. In implicit discovery, there is no preceding discovery and selection procedure.

When using explicit discovery, a service request does not necessarily include all of the information which was included in the preceding discovery request.

Implicit discovery and selection introduces challenges which must be resolved in the R16 eSBA. Basically, all information exchanged between the consumer service and the NRF during the discovery and selection process must be accounted for in the service request. This includes not only the information, which is required to discover a pool of suitable producers for the request, but also information the consumer uses (and may not have previously shared) to select a proper service producer from the pool to serve the service request. 
This paper illustrates the above challenges via an example. It analyses which extra metadata (parameters) may need to be provided by a service consumer to the CSF in the service request (sent in an ‘implicit discovery’ mode) in order to overcome the challenges.

2.2 Analysis of SMF discovery by AMF vs the actual service request
2.2.1 Example of initial Explicit discovery and selection of SMF by the AMF 
Below is an example of a discovery and selection of an SMF by the AMF done in explicit mode (Figure 1), followed by the corresponding service request and response. This takes place as part of the UE Requested PDU Session Establishment procedure defined in 23.502 4.3.2.2.
For simplicity’s sake this example follows model C1 described in TR 23.742 Figure(s) C.2-1 (as opposed to model D1), non-roaming scenario.
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Figure 1: explicit discovery and selection of SMF by the AMF

1.
The AMF intends to discover SMF available in the network based on service name and target NF type. The AMF invokes Nnrf_NFDiscovery_Request (…,Target NF service Name, NF Type of the target NF, NF type of the NF consumer, S-NSSAI, PLMN ID of the Target NF, DNN, [NSI ID](if avail), TAI, preferred-locality, access type,…) by querying an appropriate configured NRF in the same PLMN. 
NOTE: The parameters above are key parameters taken from: 23.501 6.3.2, 23.502 4.3.2.2.3, 23.502 5.2.7.3 and 29.510 Table 6.2.3.2.3.1-1. 
2. The NRF in serving PLMN provides to the AMF a set of the discovered SMF instance(s) in Nnrf_NFDiscovery response message, and possibly an NSI ID for the selected Network Slice instance corresponding to the S-NSSAI for subsequent NRF queries.

NOTE: The NRF returns an NFProfile for each of the discovered SMF instance(s). NFProfile is described in detail in 29.510 6.2.6.2.3. The NFProfile includes addressing information.
3. In case more than one SMF instance is returned, the AMF performs selection of a specific SMF service instance. As per 23.501 6.3.2, the AMF may utilize any of the information indicated in step 1. In addition it may use Subscription information from UDM, e.g. whether EPC interworking is supported, Local operator policies, Load conditions of the candidate SMFs, Access technology being used by the UE.
4. The AMF sends Nsmf_PDUSession_CreateSMContext Request (…,SMF service instance, SUPI, DNN, S-NSSAI, ULI,…) to the CSF.
NOTE: The parameters above are key parameters taken from: 23.502 4.3.2.2.1, 23.502 5.2.8.2.5 and 29.502 Table 6.1.6.2.2-1.
5. The CSF forwards the Nsmf_PDUSession_CreateSMContext Request (…,SUPI, DNN, S-NSSAI, ULI,…) to the specific SMF instance.

6. The CSF receives the Nsmf_PDUSession_CreateSMContext Response from the SMF.

7. The CSF forwards the Nsmf_PDUSession_CreateSMContext Response to the AMF.

2.2.2 Analysis of the example:

Comparing the parameters used in Figure 1 steps 1 and 3 (discovery and selection of an SMF instance) with the parameters used in Figure 1 step 4 (the actual service request) will reveal whether there is a possible parameters gap. Parameters gap will introduce to the CSF the challenge described in section 2.1.
Parameters used in Nnrf_NFDiscovery_Request (and in the follow up selection) are described in 23.501 6.3.2, 23.502 4.3.2.2.3, 23.502 5.2.7.3 and 29.510 Table 6.2.3.2.3.1-1.
Parameters used in Nsmf_PDUSession_CreateSMContext Request are described in 23.502 4.3.2.2.1, 23.502 5.2.8.2.5 and 29.502 Table 6.1.6.2.2-1.
The following parameters are used in Nnrf_NFDiscovery_Request (and in the follow up selection), but are not used in Nsmf_PDUSession_CreateSMContext Request:  

Table 2.2.2-1: parameters gap between service discovery and the actual service request
	Stage 3 parameter name
	Stage 3 key reference
	Stage 2 parameter name
	Stage 2 key reference
	meaning

	nsi-list
	29.510 Table 6.2.3.2.3.1-1
	NSI ID
	23.502 5.2.7.3
	The list of NSI IDs that are served by the services being discovered.

	pgw-ind
	29.510 Table 6.2.3.2.3.1-1
	combined SMF+PGW-C
	23.501 6.3.2
	Indicates whether a combined SMF/PGW-C or a standalone SMF needs to be discovered.

	pgw
	29.510 Table 6.2.3.2.3.1-1
	combined SMF+PGW-C
	23.501 6.3.2
	The PGW FQDN which is received by the AMF from the MME to find the combined SMF/PGW.

	preferred-locality
	29.510 Table 6.2.3.2.3.1-1
	preferred target NF location
	23.502 5.2.7.3
	Preferred target NF location (e.g. geographic location, data center).


Below is table 2.2.2-2. It indicates parameters, which are not used in the discovery request. However they are indicated in 23.501 6.3.2 as information, which is used by the consumer (AMF in this example) as part of its producer selection logic (ie as part of selecting a specific SMF instance out of a list/pool of SMFs returned by the NRF).
Table 2.2.2-2: parameters gap between service selection and the actual service request

	Stage 3 parameter name
	Stage 3 key reference
	Stage 2 parameter name
	Stage 2 key reference
	meaning

	Whether LBO roaming is allowed
	??
	Whether LBO roaming is allowed.
	23.501 6.3.2
	If LBO is allowed it means the there is no need to perform hSMF selection.


Observation 1:
There is a delta between the information used in steps 1 and 3 for discovery and selection of an SMF instance and the information used in the Nsmf_PDUSession_CreateSMContext Request in step 4 (ie the service request). Tables 2.2.2-1 and 2.2.2-2 contain the parameters, which may be included in SMF discovery/selection request, but which are not currently (R15) provided in the subsequent actual service request.
Observation 2:

In the case of HR roaming, a single service request may require multiple discoveries (of vSMF and hSMF). To address that in the case of implicit discovery, there are a few options including: 1. CSF appends addr of hSMF in the service request sent to the vSMF. 2. Delegate full discovery to CSF, i.e. hSMF id doesn’t need to be provided to the vSMF 3. AMF uses explicit discovery (how does AMF know it should perform an explicit discovery & selection is FFS)
2.2.3 A proposal for closing the gap in the actual service request

Proposal 1: 

When an implicit/delegated discovery is required, the discovery request can be skipped, and instead the actual service request may include additional metadata. This metadata will include the extra parameters, which are typically used in the SMF discovery/selection request/process, and which are not currently used in the subsequent actual request.

Proposal 2:
As shown in tables 2.2.2-1 and 2.2.2-2, the metadata in this specific example will need to include one or more of the following parameters: For discovery: NSI ID, combined SMF+PGW-C (indication or address), preferred target NF location. For selection: whether LBO roaming is allowed.
NOTE 1: In general it is desired to keep the CSF 3GPP service logic agnostic, such that when it receives the metadata in the service request, it does not need to understand the service logic in order to derive the parameters for discovery. A possible way to accomplish this is to have the consumer add an indication for each of the metadata parameters whether it is to be used only for discovery or only for selection or for both. Similarly it may be useful if the consumer can indicate for each of the metadata parameters whether it is to be used for an exact match or just used for a preferred discovery and/or selection.

NOTE 2: Stage 3 service request parameters are included in the body of request, including ones that are provided in the discovery and service request (e.g. SNSSAI). For example, 29.502 Table 6.1.3.2.3.1-2 has SmContextCreateData provided by the consumer as a Data structure in the POST Request Body. It is FFS/stage 3 decision whether metadata parameters are to be inserted in the header or body of the service request.
NOTE 3: In the case information regarding the discovery/selection result must be provided to the service consumer, the details of how the result is returned (error response, metadata added to response, etc.) is FFS.  Examples of when discovery/selection information may be required by the service consumer could include, but are not limited to, failure to discover a suitable producer 
Below is an example of the same procedure as in 2.2.1 executed in an implicit mode. I.e. Discovery and selection of an SMF is delegated to the CSF. This example follows model D1 described in TR 23.742 Figure C.2-1.

NOTE: Additional Discovery parameters = NSI ID, combined SMF+PGW-C (indication or address), preferred target NF location.

Additional Selection parameters = whether LBO roaming is allowed.
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Figure 2: implicit discovery and selection mode of SMF by the AMF

1. The AMF sends Nsmf_PDUSession_CreateSMContext Request (, SUPI, DNN, S-NSSAI, ULI, [Additional Discovery parameters], [Additional Selection parameters],…) to the CSF.
2.
The CSF intends to discover SMF available in the network based on service name=” Nsmf_PDUSession=” and target NF type=”SMF”. The CSF invokes Nnrf_NFDiscovery_Request (Expected NF service Name, NF Type of the expected NF instance, NF type of the NF consumer, S-NSSAI, PLMN ID, DNN, [NSI ID](if avail), [Additional Discovery parameters],…) by querying an appropriate configured NRF in the same PLMN. 
3. The NRF in the serving PLMN provides to the CSF a set of the discovered SMF instance(s) in Nnrf_NFDiscovery_Request response message, and possibly an NSI ID for the selected Network Slice instance corresponding to the S-NSSAI for subsequent NRF queries.
4. In case more than one SMF instance is returned, the CSF performs selection of a specific SMF service instance. Similar to the AMF as described in 23.501 6.3.2, the CSF may utilize any of the information above. In addition it may use metadata information, if provided by the AMF in step 1.

5. The CSF forwards the Nsmf_PDUSession_CreateSMContext Request (…,SUPI, DNN, S-NSSAI, ULI,…) to the SMF.

6. The CSF receives the Nsmf_PDUSession_CreateSMContext Response from the SMF.

7. The CSF forwards the Nsmf_PDUSession_CreateSMContext Response to the AMF. This includes information of the specific SMF instance, which was selected. This will then be used by the AMF in subsequent PDU session modification or release requests.
2.3 Analysis of PCF discovery by SMF vs the actual service request

2.3.1 Example of Explicit discovery and selection of PCF by the SMF 
Below is an example of a discovery and selection of a PCF by the SMF done in explicit mode (Figure 3), followed by the corresponding service request and response. This takes place as part of the UE Requested PDU Session Establishment procedure defined in 23.502 4.3.2.2 and 4.16.4.

For simplicity’s sake this example follows model C1 described in TR 23.742 Figure(s) C.2-1 (as opposed to model D1), non-roaming scenario.
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Figure 3: explicit discovery and selection of PCF by the SMF

1.
The SMF intends to discover PCF available in the network based on service name and target NF type. The SMF invokes Nnrf_NFDiscovery_Request (…,Target NF service Name, NF Type of the target NF, NF type of the NF consumer, SUPI, S-NSSAI, PLMN ID of the Target NF, DNN, [NSI ID](if avail), , preferred-locality, ,…) by querying an appropriate configured NRF in the same PLMN. 

NOTE: The parameters above are key parameters taken from: 23.501 6.3.7.1, 23.502 5.2.7.3 and 29.510 Table 6.2.3.2.3.1-1. 

2. The NRF in serving PLMN provides to the SMF a set of the discovered PCF instance(s) in Nnrf_NFDiscovery response message, and possibly an NSI ID for the selected Network Slice instance corresponding to the S-NSSAI for subsequent NRF queries.

NOTE: The NRF returns an NFProfile for each of the discovered PCF instance(s). NFProfile is described in detail in 29.510 6.2.6.2.3. The NFProfile includes addressing information.
3. In case more than one PCF instance is returned, the SMF performs selection of a specific PCF service instance. As per 23.501 6.3.7.1, the SMF may utilize any of the information indicated in step 1.

4. The SMF sends Npcf_SMPolicyControl_Create Request (…,PCF service instance, SUPI, DNN, S-NSSAI, ULI,…) to the CSF.
NOTE: The parameters above are key parameters taken from: 23.502 5.2.5.4.2, 23.502 4.16.4 and 29.512 Table 5.6.2.3-1.
5. The CSF forwards the Npcf_SMPolicyControl_Create Request (…,SUPI, DNN, S-NSSAI, ULI,…) to the specific PCF instance.

6. The CSF receives the Npcf_SMPolicyControl_Create Response from the PCF.

7. The CSF forwards the Npcf_SMPolicyControl_Create Response to the SMF.

2.3.2 Analysis of the example:

Comparing the parameters used in Figure 1 steps 1 and 3 (discovery and selection of a PCF instance) with the parameters used in Figure 1 step 4 (the actual service request) will reveal whether there is a possible parameters gap. Parameters gap will introduce to the CSF the challenge described in section 2.1.

Parameters used in Nnrf_NFDiscovery_Request (and in the follow up selection) are described in 23.501 6.3.7.1, 23.502 5.2.7.3 and 29.510 Table 6.2.3.2.3.1-1. 
Parameters used in Npcf_SMPolicyControl_Create Request are described in 23.502 5.2.5.4.2, 23.502 4.16.4 and 29.512 Table 5.6.2.3-1.
The following parameters are used in Nnrf_NFDiscovery_Request (and in the follow up selection), but are not used in Npcf_SMPolicyControl_Create Request:  
Table 2.3.2-1: parameters gap between service discovery and the actual service request
	Stage 3 parameter name
	Stage 3 key reference
	Stage 2 parameter name
	Stage 2 key reference
	meaning

	nsi-list
	29.510 Table 6.2.3.2.3.1-1
	NSI ID
	23.502 5.2.7.3
	The list of NSI IDs that are served by the services being discovered.

	preferred-locality
	29.510 Table 6.2.3.2.3.1-1
	preferred target NF location
	23.502 5.2.7.3
	Preferred target NF location (e.g. geographic location, data center).


Observation 2: 

There is a delta between the information used in steps 1 and 3 for discovery of a PCF instance and the information used in the Npcf_SMPolicyControl_Create Request in step 4 (ie the service request). Table 2.3.2-1 contains the parameters, which may be included in PCF discovery request, but which are not used in the subsequent actual service request.

2.3.3 A proposal for closing the gap in the actual service request

Please see Proposal 1 in section 2.2.3 for how to close this gap in the generic sense. 

Proposal 2:
As shown in table 2.2.2-1 the metadata (Additional discovery parameters) in this specific example will need to include one or more of the following parameters: NSI ID, preferred target NF location.
NOTE: In this example there are no Additional selection parameters.
Below is an example of the same procedure as in 2.3.1 executed in an implicit mode. I.e. Discovery and selection of a PCF is delegated to the CSF. This example follows model D1 described in TR 23.742 Figure C.2-1.

NOTE: Additional Discovery parameters = NSI ID, preferred target NF location.

No Additional Selection parameters are needed.
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Figure 4: implicit discovery and selection mode of PCF by the SMF

1. The SMF sends Npcf_SMPolicyControl_Create Request (PCF service instance, SUPI, DNN, S-NSSAI, ULI, [Additional Discovery parameters],…) to the CSF.
2.
The CSF intends to discover PCF available in the network based on service name=” Npcf_SMPolicyControl” and target NF type=”PCF”. The CSF invokes Nnrf_NFDiscovery_Request (Expected NF service Name, NF Type of the expected NF instance, NF type of the NF consumer, S-NSSAI, PLMN ID, DNN, [NSI ID](if avail), [Additional Discovery parameters],…) by querying an appropriate configured NRF in the same PLMN. 
3. The NRF in the serving PLMN provides to the CSF a set of the discovered PCF instance(s) in Nnrf_NFDiscovery_Request response message, and possibly an NSI ID for the selected Network Slice instance corresponding to the S-NSSAI for subsequent NRF queries.
4. In case more than one PCF instance is returned, the CSF performs selection of a specific PCF service instance. As per 23.501 6.3.7.1 the CSF may utilize any of the information above. In addition it may use metadata information, if provided by the SMF in step 1.

5. The CSF forwards the Npcf_SMPolicyControl_Create Request (…,SUPI, DNN, S-NSSAI, ULI,…) to the PCF.

6. The CSF receives the Npcf_SMPolicyControl_Create Response from the PCF.

7. The CSF forwards the Npcf_SMPolicyControl_Create Response to the SMF. This includes information of the specific PCF instance, which was selected. This will then be used by the SMF in subsequent PDU session modification or release requests.
Conclusions - 
1. In some cases metadata may need to be provided by the consumer NF to the SF as additional information in the service request. 23.501 and 23.502 may need to be updated accordingly.
2.  The CSF can be kept 3GPP service logic agnostic if the service request explicitly identifies the discovery and selection parameters to be used and the match criteria to be associated with each parameter.

3.  A generic CSF discovery/selection algorithm can support different discovery/selection criteria on a per request basis.

4.  New parameters can be applied for implicit discovery/selection without requiring a CSF change.  As long as the parameters included in the service request are supported by the NRF for service discovery and by the NF Profile for producer selection, the CSF does not need to have an awareness of the parameter. I.e. it basically applies a simple key-value lookup.
ANNEX A – Stage 3 key references
29.510 Table 6.2.3.2.3.1-1: URI query parameters supported by the GET method on this resource //info used in discovery request issued to the NRF
	Name
	Data type
	P
	Cardinality
	Description

	target-nf-type
	NFType
	M
	1
	This IE shall contain the NF type of the NF Service Producer being discovered.

	requester-nf-type
	NFType
	M
	1
	This IE shall contain the NF type of the NF Service Consumer that is invoking the Nnrf_NFDiscovery service.

	service-names
	array(string)
	O
	1..N
	If included, this IE shall contain an array of service names for which the NRF is queried to provide the list of NF profiles. The NRF shall return the NF profiles that have at least one NF service matching the NF service names in this list. The NF service names returned by the NRF shall be an intersection of the NF service names requested and the NF service names registered in the NF profile.

If not included, the NRF shall return all the NF service names registered in the NF profile.

	requester-nf-instance-fqdn
	Fqdn
	O
	0..1
	If included, this IE shall contain the FQDN of the NF Service Consumer that is invoking the Nnrf_NFDiscovery service. 

The NRF shall use this to return only those NF profiles that include at least one NF service containing an entry in the "allowedNfDomains" list (see subclause 6.1.6.2.3) that matches the domain of the requester NF.

	target-plmn-list
	array(PlmnId)
	C
	1..N
	This IE shall be included when NF services in a different PLMN need to be discovered. When included, this IE shall contain the PLMN ID of the different PLMN. If more than one PLMN ID is included, NFs from any PLMN ID present in the list matches the query parameter.

	requester-plmn-list
	array(PlmnId)
	C
	1..N
	This IE shall be included when NF services in a different PLMN need to be discovered. When included, this IE shall contain the PLMN ID(s) of the requester NF.

	target-nf-instance-id
	NfInstanceId
	O
	0..1
	Identity of the NF instance being discovered.

	target-nf-fqdn
	Fqdn
	O
	0..1
	FQDN of the target NF instance being discovered.

	hnrf-uri
	Uri
	C
	0..1
	If included, this IE shall contain the API URI of the NFDiscovery Service (see subclause 6.2.1) of the home NRF. It shall be included if the NF Service Consumer has previously received such API URI to be used for service discovery (e.g., from the NSSF in the home PLMN).

	snssais
	array(Snssai)
	O
	1..N
	If included, this IE shall contain the list of S-NSSAI that are served by the services being discovered. The NRF shall use this to identify the NF services that have registered their support for these S-NSSAIs. The NRF shall return the NF profiles that have at least one S-NSSAI matching the S-NSSAIs in this list. The S-NSSAIs included in the NF services returned by the NRF shall be an intersection of the S-NSSAIs requested and the S-NSSAIs registered in the NF profile.

	nsi-list
	array(string)
	O
	1..N
	If included, this IE shall contain the list of NSI IDs that are served by the services being discovered.

	dnn
	Dnn
	O
	0..1
	If included, this IE shall contain the DNN for which NF services serving that DNN is discovered. DNN may be included if the target NF type is "BSF", "SMF" or "UPF".
If the Snssai(s) are also included, the NF services serving the DNN shall be available in the network slice(s) identified by the Snssai(s).

	smf-serving-area
	string
	O
	0..1
	If included, this IE shall contain the serving area of the SMF. It may be included if the target NF type is "UPF".

	tai
	Tai
	O
	0..1
	Tracking Area Identity.

	amf-region-id
	string
	O
	0..1
	AMF Region Identity.

	amf-set-id
	string
	O
	0..1
	AMF Set Identity.

	guami
	Guami
	O
	0..1
	Guami used to search for an appropriate AMF.

(NOTE 1)

	supi
	Supi
	O
	0..1
	If included, this IE shall contain the SUPI of the requester UE to search for an appropriate NF. SUPI may be included if the target NF type is e.g. "PCF", "CHF", "AUSF", "UDM" or "UDR".

	ue-ipv4-address
	Ipv4Addr
	O
	0..1
	The IPv4 address of the UE for which a BSF needs to be discovered.

	ip-domain
	string
	O
	0..1
	The IPv4 address domain of the UE for which a BSF needs to be discovered.

	ue-ipv6-prefix
	Ipv6Prefix
	O
	0..1
	The IPv6 prefix of the UE for which a BSF needs to be discovered.

	pgw-ind
	boolean
	O
	0..1
	When present, this IE indicates whether a combined SMF/PGW-C or a standalone SMF needs to be discovered.

true: A combined SMF/PGW-C is requested to be discovered;
false: A standalone SMF is requested to be discovered.
(See NOTE 2)

	pgw
	Fqdn
	O
	0..1
	If included, this IE shall contain the PGW FQDN which is received by the AMF from the MME to find the combined SMF/PGW.

	gpsi
	Gpsi
	O
	0..1
	If included, this IE shall contain the GPSI of the requester UE to search for an appropriate NF. GPSI may be included if the target NF type is "CHF", "UDM" or "UDR".

	external-group-identity
	GroupId
	O
	0..1
	If included, this IE shall contain the external group identifier of the requester UE to search for an appropriate NF. This may be included if the target NF type is "UDM" or "UDR".

	data-set
	DataSetId
	O
	0..1
	Indicates the data set to be supported by the NF to be discovered. May be included if the target NF type is "UDR".

	routing-indicator
	string
	O
	0..1
	Routing Indicator information that allows to route network signalling with SUCI (see 3GPP TS 23.003 [12]) to an AUSF and UDM instance capable to serve the subscriber. May be included if the target NF type is "AUSF" or "UDM".

	group-id-list
	array(NfGroupId)
	O
	1..N
	Identity of the group(s) of the NFs of the target NF type to be discovered. May be included if the target NF type is "UDR", "UDM" or "AUSF".

	dnai-list
	array(Dnai)
	O
	1..N
	If included, this IE shall contain the Data network access identifiers. It may be included if the target NF type is "UPF".

	upf-iwk-eps-ind
	boolean
	O
	0..1
	When present, this IE indicates whether a UPF supporting interworking with EPS needs to be discovered.

true: A UPF supporting interworking with EPS is requested to be discovered;
false: A UPF not supporting interworking with EPS is requested to be discovered.
(NOTE 3)

	chf-supported-plmn
	PlmnId
	O
	0..1
	If included, this IE shall contain the PLMN ID that a CHF supports (i.e., in the PlmnRange of ChfInfo attribute in the NFProfile). This IE may be included when the target NF type is "CHF".

	preferred-locality
	string
	O
	0..1
	Preferred target NF location (e.g. geographic location, data center). 

When present, the NRF shall prefer NF profiles with a locality attribute that matches the preferred-locality. 

The NRF may return additional NFs in the response not matching the preferred target NF location, e.g. if no NF profile is found matching the preferred target NF location. 

The NRF should set a lower priority for any additional NFs on the response not matching the preferred target NF location than those matching the preferred target NF location.

	access-type
	AccessType
	C
	0..1
	If included, this IE shall contain the Access type which is required to be supported by the target Network Function (i.e. SMF).

	supported-features
	SupportedFeatures
	O
	0..1
	List of features required to be supported by the target Network Function.

	complexQuery
	ComplexQuery
	O
	0..1
	This query parameter is used to override the default logical relationship of query parameters.

	NOTE 1:
If this parameter is present and no AMF supporting the requested GUAMI is available due to AMF Failure or planned AMF removal, the NRF shall return in the response AMF instances acting as a backup for AMF failure or planned AMF removal respectively for this GUAMI. The NRF can detect if an AMF has failed, using the Heartbeat procedure. The NRF will receive a de-registration request from an AMF performing a planned removal.

NOTE 2:
If the combined SMF/PGW-C is requested to be discovered, the NRF shall return in the response the SMF instances registered with the SmfInfo containing pgwFqdn.
NOTE 3:
If a UPF supporting interworking with EPS is requested to be discovered, the NRF shall return in the response the UPF instances registered with the upfInfo containing iwkEpsInd set to true.


29.502 6.1.6.2.2
Type: SmContextCreateData // info used in Nsmf_PDUSession_CreateSMContext Request
Table 6.1.6.2.2-1: Definition of type SmContextCreateData

	Attribute name
	Data type
	P
	Cardinality
	Description

	supi
	Supi
	C
	0..1
	This IE shall be present, except if the UE is emergency registered and UICCless. 

When present, it shall contain the subscriber permanent identify. 

	unauthenticatedSupi
	boolean
	C
	0..1
	This IE shall be present if the SUPI is present in the message but is not authenticated and is for an emergency registered UE.

When present, it shall be set as follows:

- true: unauthenticated SUPI;
- false (default): authenticated SUPI.

	pei
	Pei
	C
	0..1
	This IE shall be present if the UE is emergency registered and it is either UIClless or the SUPI is not authenticated. 

For all other cases, this IE shall be present if it is available. 

When present, it shall contain the permanent equipment identifier.

	gpsi
	Gpsi
	C
	0..1
	This IE shall be present if it is available. When present, it shall contain the user's GPSI. 

	pduSessionId
	PduSessionId
	C
	0..1
	This IE shall be present, except during an EPS to 5GS Idle mode mobility or handover using the N26 interface. 

When present, it shall contain the PDU Session ID.

	dnn
	Dnn
	C
	0..1
	This IE shall be present, except during an EPS to 5GS Idle mode mobility or handover using the N26 interface.

When present, it shall contain the requested DNN. 

	sNssai
	Snssai
	C
	0..1
	This IE shall be present during the PDU session establishment procedure. In this case, it shall contain the requested S-NSSAI for the serving PLMN. This corresponds to an S-NSSAI from the allowed NSSAI.

This IE shall also be present during an EPS to 5GS idle mode mobility or handover using the N26 interface. In this case, it shall contain the S-NSSAI configured in the AMF for EPS interworking.

	hplmnSnssai
	Snssai
	C
	0..1
	This IE shall be present for a HR PDU session, except during an EPS to 5GS idle mode mobility or handover using the N26 interface.

When present, it shall contain the requested S-NSSAI for the HPLMN. This corresponds to an S-NSSAI from the subscribed S-NSSAI corresponding to the SNSSAI value included in the sNssai IE.

	servingNfId
	NfInstanceId
	M
	1
	This IE shall contain the identifier of the serving NF (e.g. serving AMF).

	guami
	Guami
	C
	0..1
	This IE shall contain the serving AMF's GUAMI.
It shall be included if the NF service consumer is an AMF.

	serviceName
	ServiceName
	O
	0..1
	When present, this IE shall contain the name of the AMF service to which SM context status notifications are to be sent (see subclause 6.5.2.2 of 3GPP TS 29.500 [4]). This IE may be included if the NF service consumer is an AMF.

	servingNetwork
	PlmnId
	M
	1
	This IE shall contain the serving core network operator PLMN ID. 

	requestType
	RequestType
	C
	0..1
	This IE shall be present if the request relates to an existing PDU session or an existing emergency PDU session, except during an EPS to 5GS idle mode mobility or handover using the N26 interface. It may be present otherwise.

When present, it shall indicate whether the request refers to a new PDU session or emergency PDU session, or to an existing PDU session or emergency PDU session.

	n1SmMsg
	RefToBinaryData
	C
	0..1
	This IE shall be present and reference the N1 SM Message binary data (see subclause 6.1.6.4.2), except during an EPS to 5GS Idle mode mobility or handover using N26.

	anType
	AccessType
	M
	1
	This IE shall indicate the Access Network Type to which the PDU session is to be associated.

	ratType
	RatType
	C
	0..1
	This IE shall be present and indicate the RAT Type used by the UE, if available.

	presenceInLadn
	PresenceState
	C
	0..1
	This IE shall be present if the DNN corresponds to a LADN. When present, it shall be set to "IN" or "OUT" to indicate that the UE is in or out of the LADN service area.

	ueLocation
	UserLocation
	C
	0..1
	This IE shall contain the UE location information, if it is available. See NOTE.

	ueTimeZone
	TimeZone
	C
	0..1
	This IE shall contain the UE Time Zone, if it is available.

	addUeLocation
	UserLocation
	O
	0..1
	Additional UE location. 

This IE may be present, if anType indicates a non-3GPP access and valid 3GPP access user location information is available. 

When present, it shall contain: 

-
the last known 3GPP access user location; and
-
the timestamp, if available, indicating the UTC time when the addUeLocation information was acquired.
(NOTE)

	smContextStatusUri
	Uri
	M
	1
	This IE shall include the callback URI to receive notification of SM context status.

	hSmfUri
	Uri
	C
	0..1
	This IE shall be present in HR roaming scenarios. When present, it shall contain the URI of the Nsmf_PDUSession service of the selected H-SMF. The URI shall be formatted as specified in subclause 6.1.1.

	oldPduSessionId
	PduSessionId
	C
	0..1
	This IE shall be present if this information is received from the UE.

When present, it shall contain the old PDU Session ID received from the UE. See subclauses 4.3.2.2.1 and 4.3.5.2 of 3GPP TS 23.502 [3]. 

	pduSessionsActivateList
	array(PduSessionId)
	C
	1..N
	This IE shall be present, during an EPS to 5GS Idle mode mobility using the N26 interface, if the UE indicated PDU session(s) to be activated in the Registration Request. 

When present, it shall indicate all the PDU session(s) requested to be re-activated by the UE. 

	ueEpsPdnConnection
	EpsPdnCnxContainer
	C
	0..1
	This IE shall be present, during an EPS to 5GS Idle mode mobility or handover using the N26 interface. 

When present, it shall contain an MME/SGSN UE EPS PDN connection including the EPS bearer context(s).

	hoState
	HoState
	C
	0..1
	This IE shall be present during an EPS to 5GS handover using N26 interface, to request the preparation of a handover of the PDU session.

When present, it shall be set as specified in subclause 5.2.2.2.3.

	additionalHsmfUri
	array(Uri)
	O
	1..N
	This IE may be present in HR roaming scenarios. When present, it shall contain an array of URI of the Nsmf_PDUSession service of the additional H-SMFs discovered by the AMF for the given DNN, hplmnSnssai and for this PDU session. If provided, the V-SMF shall use these additional H-SMF(s) if the V-SMF is not able to receive any response from the H-SMF identified by hSmfUri.
The URI shall be formatted as specified in subclause 6.1.1.

	pcfId
	NfInstanceId
	O
	0..1
	When present, this IE shall contain the identifier of the PCF selected by the AMF for the UE (for Access and Mobility Policy Control); it shall be the V-PCF in LBO roaming and the H-PCF in HR roaming.

	nrfUri
	Uri
	O
	0..1
	This IE may be present to indicate the NRF to use for PCF selection within the same network slice instance. When present, the SMF shall use the NRF URI to select the PCF.

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in subclause 6.1.8 is supported. 

	selMode
	DnnSelectionMode
	C
	0..1
	This IE shall be present if it is available. When present, it shall indicate whether the requested DNN corresponds to an explicitly subscribed DNN or to the usage of a wildcard subscription. 

	backupAmfInfo
	array(BackupAmfInfo)
	C
	1..N
	This IE shall be included if the NF service consumer is an AMF and the AMF supports the AMF management without UDSF for the following cases:

- First interaction with SMF.
- Modification of the BackupAmfInfo.

	traceData
	TraceData
	C
	0..1
	This IE shall be included if trace is required to be activated (see 3GPP TS 32.422 [22]). 

	udmGroupId
	NfGroupId
	O
	0..1
	When present, it shall indicate the identity of the UDM group serving the UE.

	routingIndicator
	string
	O
	0..1
	When present, it shall indicate the Routing Indicator of the UE.

	epsInterworkingInd
	EpsInterworkingIndication
	O
	0..1
	The AMF may provide the indication when a PGW-C+SMF is selected to serve the PDU Session.

When present, this IE shall indicate whether the PDU session may possibly be moved to EPS and whether N26 interface to be used during EPS interworking procedures.

The AMF may derive the value of the indication from different sources, like UE radio capabilities (e.g. "S1 mode supported"), UE subscription data (e.g. "Core Network Type Restriction to EPC" and "Interworking with EPS Indication" for the DNN) and configurations.

	indirectForwardingFlag
	boolean
	C
	0..1
	The AMF shall include this indication during N26 based Handover procedure from EPS to 5GS (see 3GPP TS 23.502 [3], subclause 4.11.1.2.2), to inform the SMF of the applicability or non-applicability of indirect data forwarding.
When present, it shall be set as follows:
- True: indirect data forwarding is applicable
- False: indirect data forwarding is not applicable


	NOTE:
In shared networks, when the message is sent from the VPLMN to the HPLMN, the PLMN ID that is communicated in this IE shall be that of the selected Core Network Operator. 
In shared networks, when the AMF and SMF pertain to the same PLMN, the Primary PLMN ID shall be communicated in the ECGI or NCGI to the SMF. The Core Network Operator PLMN ID shall be communicated in the TAI and the Serving Network.


29.512 5.6.2.3 Type SmPolicyContextData // info used in Npcf_SMPolicyControl request
Table 5.6.2.3-1: Definition of type SmPolicyContextData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	accNetChId
	AccNetChId
	O
	0..1
	Indicates the access network charging identifier for default QoS flow or whole PDU session.
	

	chargEntityAddr
	AccNetChargingAddress
	O
	0..1
	Address of the network entity performing charging.
	

	gpsi
	Gpsi
	O
	0..1
	Gpsi shall contain either an External Id or an MSISDN.
	

	supi
	Supi
	C
	0..1
	Subscription Permanent Identifier. It can be omitted for the emergency session.
	

	pduSessionId
	PduSessionId
	M
	1
	PDU session Id
	

	dnn
	Dnn
	M
	1
	The DNN of the PDU session.
	

	InterGrpIds
	array(GroupId)
	O
	1..N
	The internal Group Id(s).
	

	notificationUri
	Uri
	M
	1
	Identifies the recipient of SM policies update notifications sent by the PCF.
	

	pduSessionType
	PduSessionType
	M
	1
	Indicates the type of a PDU session
	

	accessType
	AccessType
	O
	0..1
	The Access Type where the served UE is camping.
	

	ratType
	RatType
	O
	0..1
	The RAT Type where the served UE is camping.
	

	servingNetwork
	NetworkId
	O
	0..1
	The serving network where the served UE is camping.
	

	userLocationInfo
	UserLocation
	O
	0..1
	The location of the served UE is camping.
	

	ueTimeZone
	TimeZone
	O
	0..1
	The time zone where the served UE is camping.
	

	pei
	Pei
	O
	0..1
	The Permanent Equipment Identifier of the served UE.
	

	ipv4Address
	Ipv4Addr
	O
	0..1
	The IPv4 Address of the served UE.
	

	ipv6AddressPrefix
	Ipv6Prefix
	O
	0..1
	The Ipv6 Address Prefix of the served UE.
	

	ipDomain
	string
	O
	0..1
	IPv4 address domain identifier.

(NOTE)
	

	subsSessAmbr
	Ambr
	O
	0..1
	Subscribed Session-AMBR.
	

	subsDefQos
	SubscribedDefaultQos
	O
	0..1
	Subscribed Default QoS Information.
	

	numOfPackFilter
	integer
	O
	0..1
	Contains the number of supported packet filter for signalled QoS rules.
	

	online
	boolean
	O
	0..1
	If it is included and set to true, the online charging is applied to the PDU session.
	

	offline
	boolean
	O
	0..1
	If it is included and set to true, the offline charging is applied to the PDU session.
	

	chargingCharacteristics
	string
	O
	0..1
	Contains the Charging Characteristics applied to the PDU session
	

	3gppPsDataOffStatus
	boolean
	O
	0..1
	If it is included and set to true, the 3GPP PS Data Off is activated by the UE.
	

	refQosIndication
	boolean
	O
	0..1
	If it is included and set to true, the reflective QoS is supported by the UE.
	

	sliceInfo
	Snssai
	M
	1
	Identifies the S-NSSAI.
	

	qosFlowUsage
	QosFlowUsage
	O
	0..1
	Indicates the required usage for default QoS flow
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Indicates the list of Supported features used as described in subclause 5.8.

This parameter shall be supplied by the NF service consumer in the POST request that requested the creation of an individual SM policy resource.
	

	traceReq
	TraceData
	O
	0..1
	Trace control and configuration parameters information defined in 3GPP TS 32.422 [24].
	

	NOTE:
The value provided in this attribute is implementation specific. The only constraint is that the SMF shall supply a different identifier for each overlapping address domain (e.g. the SMF NF instance identifier).
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